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Introduction

In this chapter, we present the following topics:
O NPort Family Features

O Operation Mode Specification Chart

O How To Use This Manual

NPort Family Features

The Moxa NPort Family of products covered by the software discussed in this
guide consists of NPort Express (DE-211/311), NPort Server Lite
(DE-301/302/331/332), and NPort Server Pro (DE-303/308). These products
come with the following features:

Long range connection through the Intranet/Internet between host and serial
device.

Secure access control to network hosts.

Easy configuration and management.

Easy serial port expansion under Host Based / Driver Mode:

» Up to 128 ports for one Windows 95/98/ME host.

» Up to 256 ports for one Windows NT/2000/XP host.

Serial connection speed of up to 230.4 Kbps.

Supports MAC-based IP address configuration.

Supports Windows Real COM and Linux Real TTY drivers.
Supports configuration export and import for easy deployment.

Easy serial device programming with Moxa PComm Lite Serial Control
Library—download PComm Lite for free from the Moxa website at
WWW.Mmoxa.com.
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Operation Mode Specification Chart

Model |NPort NPort NPort NPort Server |NPort Server |NPort Server

Express Express Express Lite DE-301, |Lite DE-302, |Pro DE-308,
DE-311 DE-211 Module DE-331 DE-304, DE-303

Operation DE-311M DE-332,

Mode DE-334

Windows

Real COM v y 3 3 J V

driver

Linux fixed

tty driver v v v v v v

It;lnux' real N N N N N N

y driver

TCP Server N N v v \/ \

TCP Client V v v v v v

UDP

Server/Client v v v v v v

Pair

Connection v v N N

Ethernet

Modem v v v

Windows Real COM driver supports Windows 95/98/ME and Windows NT/2000/XP.
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How To Use This Manual

First time installation

- See Chapter 2 for instructions on how to configure your NPort product’s
IP address.

Configuration

- See Chapter 3 for instructions on how to install NPort Management
Suite, and how to use Configurator, a useful Windows GUI .

- See Chapter 5 for instructions on how to configure your NPort Product’s
firmware via Telnet Console or Serial Console.

> See Chapter 5 for configuration parameter definitions.

Real COM Applications

- See Chapter 4 for information on expanding the number and reach of
your host computer’s COM ports.

Linux Real TTY installation

- Download the Linux tty driver from the Moxa website at www.moxa.com.
To see detailed installation instructions under Linux, please refer to the

“Installation Guide” in the readme.txt file that is downloaded with the
Linux driver.
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Initial IP Address
Configuration

When setting up your NPort for the first time, the first thing you should do is
configure the Device Server’s IP address.

This chapter includes the following sections:

oDoooo

Q

Initializing NPort’s IP Address

Factory Default IP Address

NPort Management Suite € the method we recommend
ARP

Telnet Console

Serial Console (119200, n, &, 1)

Initializing NPort’s IP Address

0.

1.

Determine whether your NPort needs to use Static IP or Dynamic IP (either
DHCP or BootP application).

If NPort is used in a Static IP environment, you can use NPort
Management Suite, ARP, Telnet Console, or Serial Console (NPort Express
ONLY) to configure the new IP address.

If NPort is used in a Dynamic IP environment, you can use NPort
Management suite, Telnet Console, or Serial Console (NPort Express ONLY)
to configure NPort to get an IP address dynamically with DHCP,
DHCP/BootP, or BootP.

NOTE Consult your network administrator on how to reserve a fixed IP

address (for your NPort) in the MAC-IP mapping table when using a
DHCP Server or BootP Server. In most applications, you should
assign a fixed IP address to your NPort.

2-1



Factory Default IP Address

NPorts are configured with the following default private IP address:

Default IP address: 192.168.127.254

(IP addresses of the form 192.168 xxx.xxx are referred to as private IP addresses,
since it is not possible to directly access a device configured with a private IP
address from a public network. For example, you would not be able to ping such
a device from an outside Internet connection. NPort applications that require
sending data over a public network, such as the Internet, require setting up the
server with a valid public IP address, which can be leased from a local ISP.)

NPort Management Suite

NPort Management Suite consists of some useful utility programs that are used
to configure and manage your NPorts.

See Chapter 3 for details on how to install NPort Management Suite, and
how to use this suite of useful utilities to set up IP addresses and configure
your NPort.

ARP

You can make use of the ARP (Address Resolution Protocol) command to set up
an IP address for your NPort. The ARP command tells your computer to
associate the NPort’s MAC address with the intended IP address. You must then
use Telnet to access the NPort, at which point the Device Server’s IP address
will be reconfigured.

NOTE In order to use this setup method, both your computer and NPort must
be connected to the same LAN.

Or, you may use a cross-over Ethernet cable to connect the Device
Server directly to your computer’s Ethernet card.

Your NPort must be configured with the factory default IP address —
192.168.127.254 —before executing the ARP command, as described
below.

Take the following steps to use ARP to configure the IP address:

1. Obtain a valid IP address for your NPort from your network administrator.
2. Obtain the NPort’s MAC address from the label on its bottom panel.
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3. Execute the ‘arp -s’ command from your computer’s MS-DOS prompt by
typing:
arp —-s 192.168.200.100 00-90-E8-xx-xX—XX
This is where 192.168.206.100 is the new IP address and 00-90-E8-xx-xx-xx
is the MAC address for your NPort. You will need to change both numbers,
as described above in points 1 and 2.

4. Next, execute a special Telnet command b
’ p y 0 Could not open & connection to 192.168.200.100

typing:

telnet 192.168.200.100 6000
After issuing this command, the Telnet session
a Connect failed message will appear, as shown here. The NPort’s IP
address should now be updated to the new address, and you can reconnect
using either Telnet or Configurator to check that the update was successful.

Telnet Console

Depending on how your computer and network are configured, you may find it
convenient to use network access to set up your NPort’s IP address. This can be
done using the Telnet program.

NOTE For NPort Express, you must set DIP switch 1 to the OFF position to
be able to establish a Telnet connection.

NOTE NPort Server Lite and NPort Server Pro are immediately accessible
via Telnet, provided they are properly connected to the LAN.

1. From the Windows desktop, click on Start and then select Run.

2. Type telnet 192.168.127.254 (use
the correct IP address if different from the EE o6 CERE R A s
default) in the Open text input box, and R
then click OK. Open [relnet 152.168.127 254 =l

ak I Cancel | Browse.. |

3. When the Telnet window opens,
type 1 to select ansi/vt100 for Loest B8 Tomal Heb
Console terminal type, and then

press Enter. . .
Console terminal type (1: ansifvt188, 2: ut52) : 1I

4. If prompted for the Console password, input the password and then press
Enter.
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To ensure proper operation, click on the Terminal menu, choose

Preferences..., and then make sure VT100 Arrows is checked.

Terminal Preferences
Teminal Options
™ LecalEcho

% Telnet - 192.168.127 254
Comnect Edit | Teminal Help

Preferences .. ¥ ¥T100 Anows

Emulation = 1
: Ok
P | T
™ Blirking Cursar & WTA00/ANS] Cancel
¥ Block Cursor

Help
Eonts... | e

Start Logging
Stop Logging

Bulfer Size:  [25 Backaround Color

6. Use the keyboard arrow
keys to highlight

¥ Telnet - 192.168.127.254

Connect  Edt Teminal Help

HOXA NPort Express U1.81

[serverConfig] as
shown below, and then
press Enter.

serverConfig

Enter:

select ESC:

7. A window showing EEFERE] or_iode
the various
parameters required
to configure the
NPort opens up, with
configurable
parameters enclosed
in square brackets.

Server Model
Server Name
Serial Nunber

IF Configuration
Echernet Status
MAC Address
Static IP Address
Hetmwask

Gateway

Password

0P_mode
Config server settings

Serialport
Config server settings

Serialport HMonitor Ping Restart Exit

Monitor Ping Restart Exit

Lo menu Enter:

DE-211
[@FEOOZ40 1
00240

[3tacic IP ]

101 bps
00:50:E8:09:01:73
[192.168.127.254]
[255.255.255.0 1]
[ 1

[ 1

8. Use the keyboard arrow keys to position the cursor over the first digit of the
IP address. Type in the correct IP address and then press Enter to accept this

value.

9. Press ESC to return to the main menu, and then Restart to activate the

change.

Serial Console (19200, n, 8, 1)

NOTE This section only applies to the NPort Express Series (NPort Server
Pro and NPort Server Lite do NOT have serial console ports).

You may use the RS-232 console port to set up the IP address for the NPort
Express Family. We suggest using MOXA PComm Terminal Emulator, which is
available free of charge as part of the MOXA PComm Lite program suite, to
carry out the installation procedure, although other similar utilities may also be
used. (Please go to www.moxa.com to download the installation program for
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PComm Lite.)

NOTE You must set DIP switch 1 to the ON position to be able to establish a
console connection.

1. Plug your NPort Express’s female serial port directly into your computer’s
male RS-232 serial port, or use an appropriate converter (refer to the
Hardware Installation Guide for details).

2. From the Windows desktop click on Start 2> Programs - PComm Lite >
Terminal Emulator.

3. When the PComm Terminal Emulator

Profile  Port Manager  Help

window opens, first click on the Port
Manager menu item and select Open, or )R 7]
simply click on the Open icon.

4. The Property window opens automatically. ZZE=M
From the Communication Parameter Communication Perameler | Terminal | File Transier | Captuiing |
page, select the appropriate COM port for G
the connection, COM1 in this example, and P oo =]

19200 for Baud Rate, 8 for Data Bits, TP |
None for Parity, and 1 for Stop Bits. DasBis: [z 7]
Parity lm
Stap Bits m

. i~ Flow Control Output Stal

5. From the Property window’s Terminal I HS/EE | OTR & o © OFF
page, select VT'100 for Terminal Type and m e | |6 e @ o
then click OK.

Communication Parameter  Terminal | File Transfer | Captuiing | Cancel
Teiminal Type -

Dumb Teminal Option
- Tranzmit

I™ Local Echo

Send Enter’ Key As: CR-LF ¥

- Receive

CR Translation : Mo Changed ¥
LF Translation : NoChanged  ~

Cancel




6. Choose 1 for ansi/vt100 terminal emulation type, and then press Enter.

E‘J'Pl:nmm Terminal Emulator - COM1,19200,None,3,1,¥T100

_lalx
Profile  Edit Port Manager Window Help

4| BA| 5(c|slx] S|

¥ com1,19200,None,8,1,4T100 =10 x|
= N
=

=

Console terminal type (1: ansi/fut108, 2: vt52) : 1

7. Use the keyboard arrow keys to highlight [serverConfig], and then press

Enter to select this option.

E‘;‘\Ptumm Terminal Emulator - COM1,19200,None,8,1,¥T100

=10l x|
Profile Edit Port Manager Window Help
€ BH| 5(&cls 3
¥ COM1,19200,None,8,1,¥T100 1ol x|

MOXA HPort Server Express U1.81 -

i P
E et i§] 0P_mode Serialport Honitor Ping Restart Exit
TS

Config server settings

Enter: select ESC:

previous menu

8. A window showing the various parameters required to configure NPort

Express opens up, with configurable parameters enclosed in square brackets.

9. Use the &% PComm Terminal Emulator - COM1,19200.None.8,1.¥T100

keyboard arrow Prafile  Edit PortManager  Window Help

keys to position 2l BIEl 8[=|Elmle] 5]

the cursor over 1.19200.None.8.1.¥T100

.. HOXE NPort Server Express V1.4 -
the first digit of R — B -

ot Serielpers Memisor Ping Rectmrt Beit
the IP address. v setnings
Type in the :
correct IP Server Modsl DE-z11
Server Name [NPEDDZ40 1
address, press ferial Nummer noz4n
ESC to return to IP Configuration [static IP ]
the main menu, ;:EE;EZ;:ZEE“S éE‘:{s};is:nS: 01:73
and then select i ermeena
Restart to Baremay ! !
activate the Pasevord t !
change.
StaleOPEN [P [5 [% 7 [Ready )
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3
NPort Management Suite

NPort Management Suite consists of five programs—Configurator, Real COM
Installer, NPort Monitor, NPort Batch Configurator (Windows and Linux
versions), and Uninstall NPort Management Suite—that are designed to make it
easy to configure and manage your NPorts.

This chapter includes the following sections:

O Installing NPort Management Suite
a Configurator
Broadcast Search
Search by IP Address
Modity Configuration
Unlock Server
Export Configuration
Import Configuration
Upgrade Firmware
O NPort Monitor
O NPort Batch Configurator
e Windows Version (npbc.exe)
e Linux Version (npbc.tgz)
O Uninstall NPort Management Suite

Installing NPort Management Suite

Follow the steps given below to install NPort Management Suite on your
Windows-based computer.

1. Run the Device Server setup program Dssetup.exe.
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2.

3.

4. Click on Next to install program

3-2

Click on Next when the
Welcome! window opens to
proceed with the installation.

Select the NPort Management
Suite utilities that you would
like to install.

files in the default directory, or
click on Browse to select an
alternative location.

NPort Management Suite Installation
Welcomie!

‘wielcome to NPort Management Suite setup program

This program will install NPork Management Suite on your
computer. Click on the Next button to start the installation. You
can click an the Cancel button if you da no want to install
MNPart Management Suite at this time.

< Baclk

LCancel |

NPort Management Suite Installation

=]
Selecr Utilities

Choose which utilities be installad by checking the boxes
belavs.

Configuration and Managment Taools
- Configurator

- Batch Configurator

- Maritar

COM Poit Mapping Tools

- MPort Manager / COM Driver
- MPort Lib Help

¥ {Confiquration and Management Tools 1658k

¥ COM Port Mapping Taoke 1146k

< Back Mest > I LCancel |

NPort Management Suite Installation

[x]
Select Destination Directory

Setup will install NPort Management Suite in the follwing
directony.

Toinstallin this directony, click Mext
Toinstallin a different directory. click Browse.

| C:\Program Files\NPortSuite Browse. |

< Back

LCancel |




5. Click on Next to proceed with
the installation. Ready to Install!

‘fou are now ready to install NPort Management Suite.

Press the Next button to begin the installation or the Black
button to reenter the installation information.

< Back LCancel |
6. The Installing window reports the progress of

the installation. Copying s
C:A\Program FilessNPortSuitehUtiities\Npcigui EXE

—

7. Ifyou select Later, you can NPort Management Sute Installation =
always run Configurator or Real
COM Installer later from under
the Windows Start button (see
the appropriate sections below
for details).

Configure NPort Settings

*You can start configure the settings of NPort
Chaase which utility to launch.

@ Run Configurator to configure MPort parameters. (IP...]
7~ Run Real COM Installer for COM port mapping (Driver]

" Later

Cancel
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Configurator

Configurator is a comprehensive Windows GUI that can be used to conveniently
configure and maintain multiple NPorts. It is designed to provide you with
instantaneous control of all your NPorts, regardless of location.

Configurator provides the following useful utilities:

® Broadcast Search
Locate all NPorts that are connected to the PC host’s LAN.

¢ Search by IP address
Locate a specific NPort by IP address, even if the NPort is located outside the
PC host’s LAN.

e Upgrade Firmware
Keep your NPort up to date with the latest Moxa firmware.

®* Modify Configuration
Easily reconfigure an NPort’s parameter settings, such as IP address,
Netmask, Gateway, port settings, password, etc.

¢ Export Configuration
Export an NPort configuration to a file on the PC host.

¢ Import Configuration
Import an NPort Configuration from a file on the PC host to one or more
NPorts.

To run Configurator, click on [l o upuae
Start > Programs > NPort P -
Management Suite > S oonnio 25 .

Conﬁgurator. i] Favoritas L4 Staitlp 4
- [/} Acrobat Reader 5.0

Documents L4
& Intemet Explorer
_5_:%} Settings 3 MS-D0S Prampt @ COM Port Mapping 4
3 Dutlock Express Balch Configurator Guide
@ Eind ¥ 3 Windows Explorer G ior
@ Help (= MO Utiites » B Monitar
w - Maoxa NPart SDE. Utility r Uningtall
% Fiun HFort b B ) version
=
-§ & Log OFF Tim Stemple,
= m1 Shut Doven,
i Start

T Configurator [_10]x]
After the Configurator Locate Server  Fimware  Configuration View  Help

window opens, youcan |2 &|£[# £ &
use any of the utilities Model [ IF Addiess | MAC Addiess
by selecting options
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under the appropriate menu— Locate Server, Firmware, Configuration, View,
or Help—or by clicking on an active utility icon.

Configurator is very A s
intuitive and quite €aSY  LocsteSever Furmare Corfigualon Yiew | telp
to use. However, you EE T EEE A |
can always refer to [ todel [ PAddess | MA  AboutConfiuator . |
Configurator’s help file :|
by selecting Help Topics under Help as shown below.

B B

Once the Help window  EIEIZmrTE
Opens, CliCk on the File Edit Bookmark Options Help
topic that you wish to
view.

Contents|  Index EEek Print e E+3

It this help file, we describe two important utilities that are used to maittain networked NPort Servers. MFott
Configurator is o GUI that rons under Windows, and NPost Batch Configurator (npbe.exe) is a command line

program.

1. Introduction
1.1 HPort Configarator
12 HPort Batch Configurstor - nphe.exe

2. Using WPort Configurator
2.1 Broadeast Search
22 Zearch By [P address
2.3 Upgrade Firnrare
2.4 Modify Configuration
2.5 Unlock
26 Import Configuration
27 Export Confipuration

3. HPort Batch Configurator
3.1 Change IP
32 3¢t Configuration
33 Export Configuration

4. Frequently 4 sked Chuestion

Broadcast Search
The Broadcast Search

Locate Server  Fimware  Configuration  Wiew  Help

function is used to o e
locate all NPOl’tS that (riﬁa‘l E] ‘ - \P-AdLI; — | MAC Address
are connected to the
same LAN as your
computer.

NOTE Before modifying an NPort’s configuration, use Broadcast Search or
Search by IP Address to locate NPorts connected to the LAN.
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The Broadcast Search
window will open and
display the Model, IP
Address, MAC
Address, and Progress
(of the search for that
particular device).

When the search is

complete, the Broadcast o g @ m 2|z &

Search window closes,
and the NPorts that
were located are
displayed in the left
pane of the
Configurator window.

"T" Configurator 9 [=]
B Broadcast Search
I
Searching for MPart in the netwark. This may take 3 few seconds, please wait Stop
3 NPortfs) found, timeout = 3 seconds
Model ] IF Addiess [ M&CAddess | Fogess
DE-211 192168.127.254  00:90E80%00:73 Wal,.
DE-211 192168127.253  00:90:E8:00:00:00 Wl
DE-211 192168127.252  00:90:E8.00:00:01 Wal,.
T Configurator [_[O]x]
Locate Server Fimware Configuation Miew Help
G T odel DE-211 -
0 e HPE0OZ40
00:90-ES00:01:C| [P Address 192.168.127.254
ctmask 255, 255.255.0
Gateway
C Address  00:00:ES:00:01:73
serial No 00z40
Firuware Ver. 1.4

Click on a server name in the left pane to display key information related to that

server in the right pane.

Search by IP Address

The Search by IP
Address function is
used to locate a
particular NPort,
regardless of whether

T Configurator
Locate Server  Fimware  Configuration  View  Help

[_[O]x]

EOREERE

[ ®gdel | IPAddess | MAC Address

9

or not the server is connected to your LAN. If both your PC and the NPort that
you are trying to locate have access to the same LAN, WAN, or even to the
Internet, you should be able to use Search by IP Address to locate the NPort.

When the Search by IP

Address window
opens, enter the IP
Address of the NPort
you wish to locate, and
then click OK.

Locate Server Fimware Configuration Wiew Help

|2a &=z A

[ Model | IP Aderess | MAC Address

Search by IP Address

IP Address 182 188 . 127 . 254

]




The Broadcast Search E=
: :

window will open and " sy

display key information |4

Statu

and the progress Of the Searching for NPart in the netwark. This may take a few seconds, please wait, Stop
search for that 1 NPorfs) found, timsout = 5 ssconds

particular NPort. If an

NI)Ort Wlth the | Model ‘ IP Addiess | MAC Address | Progress ‘
SpeCIﬁed IP Address |DE—ZT1 192168127 254 00:30:E8:09:01:73 Detected

cannot be located, consult with your network administrator to get the correct IP
address.

If the search is *T" Configurator e
successful, the JLEIE:IWE Elg,ﬁ'fg‘l View_Hop
Broadcast Search — = =

todel IP Address MAC Address
window closes, and key 57 MRS | [122-! bl B
information related to TP address 192.168.127.254
the server is displayed ey s 28250
in the right pane. 5551‘;?&;233 gg;zg:ts:os:ol:?s

Firmware Ver. 1.4

Modify Configuration

To modlfy the “T" Configuratar _ [-oI=]
configuration of a JLe';mi;),«Tlgi e
particular NPort, first ==

K todel IP Address MAC Address
select the NPort’s name TETTER T27 251 ThenFETe T bE-2Ll ﬂ
ST . DE-Z11 152168127253 DDSDEGOCOIL | flame MPEDDZ40
to hlghhght it, and then DE-211 192166127252 ODSDESO0OIC| [IP Address  192.168.127.254
. etmask 255.255.255.0
select Modify Bateuay
Configuration under e Address O ebiEeromOLTI
the Conﬁguration Firmware Ver. 1.4

menu, or click on the Modify Configuration icon.

NOTE You can simultaneously modify the configurations of multiple NPorts
that are of the same model.

To select multiple NPorts, hold down the Ctrl key when selecting any
additional NPort, or hold down the Shift key to select a group of
NPorts.




The Configuration window
opens to the Network Settings
page. To modify items, select or
deselect the item by clicking in
the checkbox next to the item.
Click on the OP_Mode, Serial
Settings, Access Control, or
Password tabs to modify the
settings of other parameters.

Configuration [ %]

Network Setings | OF_Mods | Serial Sellings | Aecess Cantrol | Password |

Model Mame: DE-211
MAC address 00:30:E8:09:01:73
Serial Mumber 00240

™ ServerMame HPEQNZ40

¥ IP Addiess 192 . 188 . 127 . 254

™ Gateway
™ I Configuiation  [&raic P ¥

Moke: YYou can changs settings by select the item. click on the check
box to select/deselect an item.

NOTE Detailed information about these configuration parameters is given in
Chapter 5, Firmware Configuration.

Unlock Server

The Unlock Server function is used to open a password protected NPort so that
the user can modify its configuration. As shown below, six possible states can

appear in the Status column.

Locate Server  Fimware  Configuration  View Help

Locate Server  Fimnware  Configuration  Yiew Help

R

-1

[ Model |  IPAddess |  MACAddiess | Status Model | IPhddess | MACAddess | Status
DE-211 192166127253 OBE0ES.00:0100 Locked DE-211 192168127.253  O0:90:E8:0001:00 Fised
DE-211 192168127254 OODES.030173 Unlocked DE-211 192168127254 OR90ES0301:73  LockedFived
DE-211 192168127252 O00ES00:0100 DE-211 192168127252 OR90ESODONDT  Unlocked Fived

The meanings of the six states are as follows (note that the term Fixed is
borrowed from the standard fixed IP address networking terminology):

® Locked

The NPort is password protected, “Broadcast Search’ was used to locate it,
and the password has not yet been entered from within the current

Configurator session.
e Unlocked

The NPort is password protected, “Broadcast Search’ was used to locate it,
and the password has been entered from within the current Configurator
session. Henceforth during this Configurator session, activating various
utilities for this NPort will not require re-entering the server password.

3-8



® blank

The NPort is not password protected, and “Broadcast Search” was used to

locate it.
¢ Fixed

The NPort is not password protected, and “Search by IP address” was used to

locate it.
® Locked Fixed

The NPort is password protected, “Search by IP address” was used to locate it,
and the password has not yet been entered from within the current Configurator

session.

o Unlocked Fixed

The NPort is password protected, “Search by IP address” was used to locate
it, and the password has been entered from within the current Configurator
session. Henceforth during this Configurator session, activating various
utilities for this NPort will not require re-entering the server password.

Export Configuration

The Export
Configuration function
is a handy tool that can
be used to produce a
text file containing the
current configuration of
a particular NPort.

*T" Configurator

Locate Server  Fimware  Configuiation  Wiew  Help

= B

|ea&F =2 ()

DE-211 192.168.127.252 00:30:E8:00:01:C

4 | |

Ready

IP Address
ernask
Gateway

MIAC Address
Serial No
Firmware Wer.

DE-Z11 -
NFEODZ40

192.168.127.254
255.255.255.0

00:90:E5:09:01:73
aozao
1.4
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Next, use the Look in
drop down menu to
navigate to the folder
where you want to store
the configuration, type
a file name in the File
name input box, and
then click on Open.

When you see the
Export configuration
to file OK message,
click OK to return to
the Configurator
window.

You may use the
configuration (text) file
to change configuration
items and/or comment
out configuration items,
and then import the
new configuration into
one or more NPorts
(see the next section,
Import Configuration,
for details). Note that
the pound sign (#)
indicates a comment
line.

3-10

*T" Configurator

S [= B3

Locate Server  Fimware  Configuiation Wiew  Help

|28z 2= =

T ;
o] _—:’

DEz11 Ml [2]x] =

DE-211 - & ;

pezit Lagk i |3 NFort Canfigs | @| o

73
Filg rame: ||:nnfig bt Open I
Fies of type: [ Text Files [*.1xt) | Cancel
2
of

d I I | NS 2
Ready 7
*T Configurator _[o] x|
Locate Server  Fimware  Configuration View Help
|ea|&8H=| X A
[ Model | IP Aderess | MAC Address

DE-211 192,160,127 254 00:90:E%05:0:7 | flodel DE-211 =

DE-211 192168127.253  00:9OES00:01.C| filame HPEDD240

DE-211 192168127.252  00:9CES00:01C| [IP Address 192. 168.127.254

etmask 255, 255.255.0
Conbsator | 00 c0:8: 00200072
a0zan
@ Export configuration ta file OK. 1.4
TT

& Config.txt - Notepad [_ O] %]
File  Edit Seaich Help
Prode 1ame 211 o
[2332323231223333 =
# Server Config #
[22323232312232233
# [Server MName]
ServerName MPEZ1102
# [IP Configuration]
# 0 Static IP
# 1 DHCP
# 2 DHCP/BootP
# 3 EootP
IDHCPflag o
£ [Server IP address]
g IP address ZEE_ZEE_Z2EE_ZEE means not set
EIPAddress 132 _168_127_2E3
¢ Inecmasi]
Metmash ZEE_ZEE_ZEE O
£ [gateway address] -
Ll A




Import Configuration

The Import “T" Configuratar _ [-oI=]
Conﬁguratlon fllIlCthIl Locate Server  Fiimware ED’nﬂEulaIIDH View Help

ERTEEEISE

is used to import an

NPort configuration ol DE-ZLL ﬂ
from a file into one or 1 i i TP hddress 192.168.127.252
more of the same model Gacevay ez
NPort. To import a erint B0 aver
Conﬁguration, ﬁrst Firmware ¥er. 1.1
select the target servers
(use the left mouse
button to select servers;
simply hold down the
Ctrl key when selecting
the second, third, etc. _';l
server). 4 | il -
Ready 7
Use the Look in drop — FRESErEm — =S
down menu to navigate JLQ';EE';_‘-T"Q" B B
to the folder containing — — = -
the configuration text T —:’.
file, click on the file to Segy | Leokin [ S NPor Cori: el J6 P
input the file name into
the File name box, and "
then click on Open.
File pame:  [eonfig tat Open I
Files of tpe: [ Teat Files [*.1xt) =l Cancel ,
4 f J3 | LTI Ll_l
Feady 7
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Configuration [x]

Netwark Settings | UP_Model Serial Sellmgsl Aeocess Conlro\l Fasswordl

At this point, the Configuration
window will open to give you the
option to select or deselect
configuration items. This step is a

Madel Mame: DE-211

MAL addhess  (Muliple selected)

very important part of the Import SerelNumber (Ml selocted]
Configuration process. For

example, when importing the LE

same configuration to multiple I 1 ke R T
servers, you will probably at least

want to deselect Server Name ™ Hetmask CE
and IP Address. If you do not I E—
deselect these items, then all of

the NPorts that you are importing ¥ DHP [ooe =]

to will end up with the same
Server Name and IP Address!

Maote: You can change settings by select the item. click on the check
box to select/deselect an item.

This dialog displays the impart file settings which will be
applied to selected server. You can make any modification
before pressing “0K"

Cancel

NOTE When importing the same configuration to multiple NPorts, be sure to
deselect items such as Server Name and IP Address. Otherwise, you
will end up with more than one server with the same name and IP
Address.

(0] x]

*T" Configurator
Locate Server  Eirmware  Configuration  Miew  Help

When the Progress

column reads OK for

cach of the servers | |
whose configuration is DE2 Close _f,
being updated, click on o |
Close, located in the G0SOE8 090773 i
upper left corner of the e o
Set Configuration
window, to return to the
Configurator window.
« | S T o
Ready A
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Upgrade Firmware
To upgrade the firmware

of one or more of the
same model NPort, first
select the servers whose
firmware you wish to
upgrade (use the left
mouse button to select
servers; simply hold

down the Ctrl key when selecting the second, third, etc. server).

Use the Look in
dropdown menu to
navigate to the folder
containing the * ROM
firmware file for the
model of NPort you
have selected.

When the Progress
column reads OK for
each of the servers
whose firmware is being
upgraded, click on Close
to return to the
Configurator window.

Locate Server Firmware  Configuration  Wiew  Help

EFIOEEIRE

IP Address

MAC Address

DEZT F | rodel DE-211 -
C ame HPz1107
DE-211 fi TP Address 192.166.127.252
etuask 255.255.255.0
Cateway
C Address 00:90:E8:00:01:01
Herial No 21107
Firuware Ver. L.4
T~ Configurator O] x|
Locate Server Fimware Configuiation Yiew  Help
€282 =
e e 1|
il B3
DE2i7 M [7]x] T
DE211 ; =i Al =i
e Look . | ‘3 NPort Firminars =l 5 .
8] NPEXF_2 3 ROM oL
MPL_2.3A0M :
File name: |DE2HJ 4 ROK Open I
Files of type: | Firmware: Files [*.rom) 2| Cancel
A
4] | o s _'IJ
Ready /%
°T Configurator JS[=] S
Locate Server Fimwars Configuation iew Help
J £ o Upgrade Firmware
Hode
DE-21 Close 2
DE21 —I
DE-21
MAC Address | Progress ]
O0:50.E5050.73 oK.
00-50.E8 00:01 .00 oK
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NPort Monitor

NPort Monitor is used B windons e
to monitor the ports of S - ... ;
NPorts. To start NPort - ]

@ PCornm Lite 2.5 L4
# | Favorites 4 StatUp »

i [} Acrobat Fieade: 5.0
i Documents 4
e Internet Explorer

Monitor, click on Start
- NPort
Management Suite >

,@5 Seltings » #8 13003 Prompt (3 COM Port Mapping »
Monitor. 3 Outlook Express Batch Configurator Guide
@ e * (3] Windows Explorer Lo
@ Heln HAD3A Utilities B4 Monitor
(54 Moxa WFort SDK Uty
Bun ) Wersion

&2, Log 01 Tim Stempe..
Shut Dow..

4| Windows98

After the NPort Server
Monitor window e ki 8

opens, you can access =8l alsl=5=] 2]
the help file to learn
how to monitor the
ports of your NPorts. The help file contains complete information on how to use
NPort Monitor.

NPort Batch Configurator

NPort Batch Configurator is a command line program that performs the
following special functions.

1. Update multiple Nport’s IP addresses at the same time. You only need to
maintain one MAC to IP mapping table to use this function.

2. Simultaneously update the configurations of multiple Nports by maintaining
special “configuration files” (text files that contain all of the configuration
settings for an NPort). Administrators can use this function to easily modify
the configuration of their NPorts.
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NPort Batch Configurator provides the following useful runtime options:

change
The change option is used to change the IP addresses of one or more NPort
that are connected to the PC host’s LAN.

setting

Modify the configurations of one or more of the same model NPort.
export

Export the configuration of one NPort to a file on the PC host.

list

List all NPorts that are currently connected to the same LAN as your
computer.

help

Display the NPort Batch Configurator help file to see the exact format for
using the above commands.

NOTE The change option is unique to NPort Batch Configurator. This option

provides a handy way to simultaneously update the IP addresses of
multiple NPorts.

Example usage:

Run <installed directory>\npbc.exe —c changeip.txt

Windows Version (npbc.exe)

The Windows version of NPort Batch Configurator, npbc.exe, is provided for the
hard core programmer who still insists on doing things the old fashioned way.

NOTE More details about the Windows version of NPort Batch Configurator

can be found by accessing the NPort Batch Configurator help file.

After installing NPort Management Suite in the default folder,
npbc.exe will be located in the folder:
c:\Program Files\NPortSuite\Utilities

You run npbc.exe by typing npbc (followed by options, as described in
the help file) from the DOS command line.
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Linux Version (npbc.tgz)

NPort Batch Configurator for Linux, npbc.tgz, has the same functions as the
Windows version.

NOTE 7o install NPort Batch Configurator for Linux, find the file npbc.tgz,
which is located on the NPort Software CD in the following directory:

nport\software\linux\i386\npconfig
You may also refer to the readme file on the software CD for
information about:

1. IP and MAC address configuration
2.  Export Configuration Table
3. Import Configuration to multiple NPorts.

Uninstall NPort Management Suite

To uninstall NPort ) indons Uy ‘

Management Suite, click on R .
Start > Programs - NPort [Tl o X
Management Suite > %] Fawites Y (3 statln 8

Uninstall and then follow the % Dosuments . é e feséer 50
. . ntemet Explorer
onscreen instructions. % Seltings > H5-DOS Prompt (5} COM Port Mapping &
@ Eg Outlook Express Eatch Configuratar Guide
Eind LE 2
k ) Windaws Explorer S Configuiator
@ Help MO Utilities » 5| Monitor
B A% Uninstal
Fiun ite Wersion

indows98

& Lag Off Tim Stempe...
Shut Down

M5t
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4
Real COM Installer

In this chapter, we discuss the basic tasks involved in configuring your NPort,
and discuss the various operation modes that are available.

This chapter includes the following sections:

O Add Server Wizard

O Reassigning COM Numbers

The main purpose of Real COM Installer is to set up your host computer to
communicate with particular NPorts configured for Host Based / Driver Mode.

The Add Server Wizard utility is used to carry out this procedure. You will also
need to use Real COM Installer’s Map Port function to reassign COM port
numbers for your NPorts.

NOTE NPort’s Windows 95/98/ME/NT/2000/XP drivers are bundled with
NPort Management Suite.

To expand the number and range of your host computer’s COM ports,
use “Real COM Installer” to assign COM numbers to NPort’s serial
ports. The procedure for doing this is exactly the same for all
Windows platforms.
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Add Server Wizard

Follow the steps given below to set up your host computer to communicate with
NPorts configured for Host Based / Driver Mode.

1. To start Real
COM
Installer,
click on
Start >
Programs
- NPort
Managemen
t Suite 2>
COM Port
Mapping >
Real COM
Installer.

]

=

ind
& @B

) Start

2. When the Real
COM Installer
window opens,
select Add Server
Wizard.

3. Make sure you have

connected the NPort to the
network, and then click on

Next to proceed.

4-2

Windows Update |

N (5 Accessaies 3
(= PCommlite 25 3
Favorites * [ Statlp 4
D \/_“} Acrobat Reader 5.0

@& Intemet Explorer
Settings » ﬁ MS-DOS Prompt
3 Outiook Express

Progiams

Documsnts

Eind 4 @ “windows Explorer ? Configurator

Help (= MDA Utilties » B Monitor
Moxa MPort SDK Utiity  * 43 Uninstal

Bun s Yersion

Log OFf Tim_Stemple...

Shut Down...

% Real COM Installer [_[O]
Sever Pot Help

ol 7] 7| =l o
R

Add NPort Wizard [ x]

Add MPart

“foumay add & new MPart now. Make sure
you have connected the NPort to the
netwark, and then plud in the power card
before continuing.

Press the Nest button to start the installaion.
“You can press the Cancel button now if you
da not want b install NPart at this ime.

< Back Cancel




4. You can select Automatically

search the LAN or Manually
enter IP address. The second
option allows you to search
for NPorts that are not
connected directly to your
host’s LAN.

5. Click on the Model of the
server you would like to add,
and then click on Next to
continue.

Specify P address of the NPart

& Butomatizall search the AN

" Manualy erter IP address

—

< Bacl I Mest > I Cancel |

Add NPort Wizard [<]

Select MPort

Select the NPort to be installed farm the list below. If you cannat find the server in the
list, check the NPort's connection and power cord, and then click on *'Find"

Model | Mame [ 1P address | Gerial o, -
DE-308  Sewerl5 19216820890 151

DE-331  NP3083 192.168.1.41 083

DE-2I1  NF77 192.168.208.91 77

NFEOO240  1921EE.127.254 240

DE-331  NP808 192.168.1.40 g8

DE-304  NP281 19216820692 281

DE-304  Bee Testin.. 192168.127.200 24 b
DE-317  NP18345 192.168.206.93 18345
DE-317  NP14383 192.168.202123 14983 =l

Find Lozate Senver

< Back I Nest > I Cancel
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6. The NPort’s serial ports are
mapped sequentially, starting
from the smallest available
COM number. Higher COM
numbers that are already
assigned to other ports will be
skipped.

COM Part Mapping

Name : NP21102

Serial Mo, : 21102

IP address : 192.168.127. 2564
Total Port: 1

Serial ports wil be mapped sequertialy to
COM ports.

starting with

< Back I Mest > I Cancel

NOTE After you install an NPort, you can use Real COM Installer’s Map
Port function to reassign COM numbers to the server’s serial ports.

7. Click on Next to save the
settings to your host computer
and the NPort.

COM Port Mapping Ready

“fou have finished adding the following
server to Real COM Installer. I the:
information is camect. click on Mext to sawe
these settings.

Serwer Name : NP21102
Farts : COM3-COM3

Server Serial Mumber : 21102
Server P 192168127 254

< Back I sty I Cancel
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8. Select whether or not you
would like to enable the COM
ports that were just assigned,
and then click on Finish.

Enahble the COM Part

NPort Manager is ready to enable all the
COM port for previous COM mapping
configuration.

It may take a few seconds to activate COM
ports. You may enable all COM ports now. Or

you may do this untl all ather KParts
configured,

% s, ploase enable the COM ports now:

£~ No, I'l do this later.

< Back I Finish I Cancel |

9. Ifyou are currently running Roal COM Installer
programs that access the newly  |/\ - waraiiabe fuageutie e 2ot o o Soe v
added NPort’s serial port(s), be B ot o cres?
sure to shut down those
programs before clicking on
Yes in the following window.

10. Real COM Installer
will now display the e Et £ .
NPort and ports that L el S| | 5| s < ﬂ‘
were JuSt added to = F"‘ﬂ 02(DE-211) Pi't | EI:DDW:\AB | Inter’:g‘?232 | AStaltlilsl |
your host computer. — > e

Reassigning COM Numbers

Follow the instructions given below to reassign COM numbers to NPort ports.

1. nghhgh‘[ the port = Real COM Installer EiE
WhOSC COM Semver Port Help
number you wish to || =6f /| =< e ‘
reassign (in the =5 NPat For COM Iniz Stalus =
right pane of the LS NP2TT02DE-211) :

Real COM Installer window), as shown below, and then select Map Port
under the Port menu, or click on the Map Port icon (the fourth icon from the
left).



2. The Port Properties window will open, at
which time you will be able to view the

COM number currently assigned to the port

(COM3 for this example).
Transmission Mode:

Hi-performance mode is the default for Tx

mode. If the driver completes sending data

out to the NPort, the driver will respond “Tx

Empty” to the program.

Under classical mode, the driver will not
notify the user’s program that Tx is

completed until all Tx data has been sent out
from the NPort; this mode will cause lower

throughput. If you want to ensure that all
data is sent out before further processing,
classical mode is recommended.

Enable/Disable Tx/Rx FIFO. If disabled,
NPort will send one byte each time the Tx
FIFO becomes empty; and an Rx interrupt
will be generated for each incoming byte.

This will result in a faster response and lower
throughput. If you want to use XON/XOFF
flow control, we recommend setting FIFO to

Disable.
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Port Properties 3

Port 1 at NE59654

Select the COM port that yon would
like current port to map 1o

Transmission Mode FIFD
& Hi-Perfommance & Enable
" Classical " Disable

| Fast Flush (Only Flush Local Buffer)

Come




Fast Flush (only flush local buffer)

(1) We have added one optional “Fast Flush” function in our new NPort
Real COM driver. NPort Management Suite for 1 G NPort adds this
function after version 3.2.

(2) For some applications, the user’s program will use the Win32
“PurgeComm()” function before it reads or writes data. With our
design, after the program uses this PurgeComm() function, the NPort
driver will keep querying NPort firmware buffer, rather than just
flushing the local buffer. This kind of design is used because of some
special considerations. However, it might take more time (about
several hundred milliseconds) than a native COM1, because it needs
to work via Ethernet. That’s why the native COM ports on the
motherboard can work fast with this function call, but NPort requires
much more time. In order to accommodate other applications that
require a faster response time, the new NPort driver implements a new
“Fast Flush” option. Note that by default, this function is disabled.

(3) To begin with make sure there are some “PurgeComm()” functions
being used in your application program. In this kind of situation, you
might find that your NPort exhibits a much poorer operation
performance than when using the native COM1 port. Once you have
enabled the “Fast Flush” function, you can check to see if there has
been an improvement in performance.

(4) By default, the optional “Fast Flush” function is disabled. If you
would like to enable this function, from the “Real COM Installer”,
double click on the COM ports that are mapped to the NPort, and then
select the “Fast Flush” checkbox. You should find that when “Fast
Flush” is enabled, the NPort driver will work faster with
“PurgeComm().”

3. Click on the Map to drop down window and
then select the new COM number (COM6 for
the example shown here), and then click OK.

4. You will now be 8 Real COM Installer il
able to view the 2 B e |
|

new COM port %;I}élil F| ¥ |

number in the Real NPt [ Pat | coM | Inteface T Status T
COM Instal]er 52 NP21M02(DE-211] |@> 1 COME RS-232 Avsilable
window. To save the setting, select Save Configuration under the Server
menu, or click on the Save all Servers icon (the leftmost icon).
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5.

4-8

Make sure that any
programs currently
accessing the COM
ports are shut down,
and then click Yes
to accept the
change, and restart
the NPort.

*% Real COM Installer

Server Pot Help

9 [=1 B

(] 7| 7| |

3|

A

Warning!! Save the changes will restart the COM port/NPort Server. Before saving the
changes. you must shutdown all programs which use the NPort's COM part. If nat. the
changes will take affect until next reboot.

Do pou want ta continue to save change?

=58 NPorl Pat | COM | Interface | Shatus |
S NPZINRDE-211) &1 TIME RG-232 Aailabls
Real COM Installes




5

Firmware Configuration

In this chapter, we discuss the basic tasks involved in configuring your NPort,
and discuss the various operation modes that are available.

This chapter includes the following sections:

a Server Configuration
O Choosing the Proper Operation Mode
e Host Based / Driver Mode
e Pair Connection Mode
e Socket Modes
» TCP Server
» TCP Client
» UDP Server/Client
e Ethernet Modem Mode (NPort Express ONLY)
» Using Ethernet Modem
» AT Commands
» S Registers
Q Serial Settings
a Access Control
e Granting Access by IP Address
e Granting Access by Port
e Inputting [P Addresses
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Server Configuration

The following figures show the basic parameters that must be set up before you
can begin using your NPort. Refer to the table on the next page to see details of
the meaning of each parameter.

Serimlport Monitor Ping Restart Exit

Ferver Model DE-z11

Server Neme [IpEooz40 ]

Serial Number noz40

1> Contiguration (sraric 1 ) < Console Management
Ethernet Status 10M bps

MAC lLddress 00:S0:E5:09:01:73

Static IP Lddress [192.165.127.254)

Netmask [255.255.255.0 ]

Gateway [ 1

Pazsword [ 1

Network Settings | OF_Made | Seriel Setiings | Access Contiol | Passward |

NOTE Click on the

todel Mame: DE-21
Password tab to

MAC address O0:30:E8:09:01:73

Serial Number 00240 modljj/ the
,
NPort’s
I~ ServerName  [NPEDC240 password,
I P Address Tz e . 127 . o4
I Netmask =

< Configurator
™ Gateway . i

¥ IP Corfiguration

Mete: ou 2an change settings o0 g0 1o on'the check
bos to select/desslect aniftem. | ot

Cancel
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Server Configuration

Setting Value Comments Necessity
Server Model DE-xxx Set at the factory. ---
This option is useful for
Server Name alpha-numeric Zg;%lgi?ogntg? é?&i?;?t or Optional
servers.
Serial Number alpha-numeric  |Set at the factory. -
Static IP Choose one of the four
. DHCP values at the left to .
IP Configuration | pHCP/BOOTP |determine how the IP Required
BOOTP address will be configured.
10M bps Indicates the Ethernet
Ethernet Status 100M Eps connection status -
The MAC (Media Access
MAC Address 48-bit number |Control) address is a unique -
identifier set at the factory.
32-bit number; |The current IP address;
(Static) IP Address |default = identifies the server on the Required
192.168.127.254|TCP/IP network.
32-bit number; |Identifies the server as
Netmask default = belonging to a Class A, B, or| Required
255.255.255.0  |C network.
IP address of the router that
Gateway 32-bit number |provides network access Optional
outside the server’s LAN.
Password alpha-numeric r(;e?sr;fg(l)e;éCOnﬁgurator Optional

NOTE The Firmware will retry 3 times every 30 seconds until it gets the IP
settings from the DHCP/BootP server. The timeout times are 1, 3, and
5 seconds. If the DHCP/BootP server is not available, the firmware
will use the default IP address, netmask, and gateway for network

settings.
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Choosing the Proper Operation Mode

Configuration [ <]

In this section, we describe the
various NPort operation modes.
The options include an operation
mode that uses a driver installed

on the host computer, operation ekt et
modes that rely on TCP/IP socket P Comecion [Mscter)
programming concepts, and o 1 Cler

. . 9| IDP Server/Client
operation modes that typically 1 Host B Ethemet bioden

involve communication between pairs of appropriately configured NPorts.

Host Based / Driver Mode

Host Based / Driver Mode uses a Moxa supplied driver to establish a transparent
connection between host and serial device, by creating a virtual local COM port
on the host computer for each of the NPort’s serial ports.

Network Settings  OP_Mode | Seral Setings | Access Contiol | Passward |

W Change OF_Mode

Port 1 IHosl Based / Driver Made
FHost Bazed / Driver Mode

NOTE The Moxa driver used for Host Based / Driver Mode is installed
automatically on your computer when you install NPort Management
Suite.

The important point is that Host Based / Driver Mode allows users to continue
using RS-232/422/485 serial communications software that was written for pure
serial communications applications. The driver intercepts data sent to the host’s
COM port, packs it into a TCP/IP packet, and then redirects it through the host’s
Ethernet card. At the other end of the connection, the NPort accepts the Ethernet
frame, unpacks the TCP/IP packet, and then transparently sends it to the
appropriate serial device attached to one of the NPort’s serial ports.

NOTE Host Based / Driver Mode allows several hosts to have access control
of the same NPort. The Moxa driver that comes with your NPort
controls host access to attached serial devices by checking the host’s
IP address.

Use Configurator to adjust the Access Control Table—you may add
host access either by port or by server.

Host Based / Driver Mode allows users to set up more advanced communications
topologies between remote hosts and serial devices connected to one or more
NPort. Using this operation mode, it is possible for several hosts to divide usage
of a multiport NPort’s ports, or share the same port belonging to one particular
NPort.
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Windows NT Host B
COM3 - COMTO

Figure 3.1 JN 2
illustrates a Host
Based / Driver k&.

o
-«

Mode topology Windows NT Hast A .

that consists of —4 B COM3-COM1T 2~ ros Terminal

two hOStS that l Device Server \\{‘{:‘ﬁ PTOS Terlrmnal
~ ermina

Share access tO ?}’Bar Code Reader

two NPorts. The Bar Code Reader

NPOI't SeI’veI‘ PrO S Bar Code Reader

unit is conneqted Device Server \,\%

tO S?Veral S.erlal 2[5& <& yater Testing Machine

devices, with half Vot

of the ports

relegated to Host Fig. 3.1: Host Based / Driver Mode

A, and the other

half to Host B. The NPort Server Lite unit is connected to two serial devices, and
can be configured so that one or both of the hosts are allowed access to these two
devices.

The following figures show the additional parameters that can be configured for
Host Based / Driver Mode. Refer to the table after the figures to see details of the
meaning of each parameter.

| TCP data port : [950] |
| TCP command port : [966] |
| Delimiter 1 (Hex) : 1 |
| Delimiver 3 (Few) : [ ] | € Console Management
| Force transmit (ms) @ [ 1 |
| |

TCP alive check time: [7 ] minutes

Configuration

Network Settings  OP_Mods | Serial Setlings | Access Control | Password |

v Change OP_Mode

Port 1 [Host Based / Diiver Made [

Mare Settings

Host Based / Diiver Mode

< Configurator

TCF data part

TCF command port

TCPafve checktire [ minules (099, Deisable)
—
—
—

™ Delimiter 1 [Hes: 00-FF)
™ Delimiter 2 [Hex: O0-FF)

Farce transmit timeout ms  [0-65535, D.disable)




Host Based / Driver Mode

Setting Value Notes Necessity
TCP data port  |950 ;ghsz;ftcp port through which data Required
TCP command The TCP port through which .
port 966 commands are sent. Required

Once the NPort receives both
Delimiter 1 ASCII code for |delimiters through its serial port, .
the 1% delimiter |it immediately packs all data Optional

(Hex)

Delimiter 2
(Hex)

ASCII code for
the 2™ delimiter

currently in its buffer and sends

it out the NPort’s Ethernet port.

Note: Delimiter 2 is optional. If

left blank, then Delimiter 1 alone
trips clearing of the buffer.*

Optional

Force transmit

(ms)

blank (or 0)

Disabled.

1 - 65535 ms

Forces the NPort’s TCP/IP
protocol software to try to pack
serial data received during the
specified time into the same data
frame.*

Optional

TCP alive check
time

TCP connection is never closed
by this device.

1 —99 min.

TCP connection is automatically
closed by this device if there is no
TCP activity for the given time.

Optional

* [f the size of the serial data received is greater than 1K, the NPort will
automatically pack the data and send it to the Ethernet.

Pair Connection Mode

Pair Connection Mode employs two 1-port NPorts in tandem, and can be used to
remove the 15-meter distance limitation imposed by the RS-232 interface. One
NPort is connected from its RS-232 port to the COM port of a PC or other type
of computer, such as hand-held PDAs that have a serial port, and the serial
device is connected to the RS-232 port of the other NPort. The two NPorts are
then connected to each other with a cross-over Ethernet cable, both are
connected to the same LAN, or in a more advanced setup, they communicate
with each other over a WAN (i.e., through one or more routers). Pair Connection
Mode transparently transfers both data and modem control signals (although it
cannot transmit the DCD signal) between the two NPorts.
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Figure 3.2
illustrates a Pair
Connection
Mode topology
that consists of
two NPorts used
to provide access
to a serial device
(in this case, the
PLC). This
example
illustrates that
access to the
serial device can
be provided to
non-PC hosts,
such as the
Writer shown in
the figure.

1. Establish Connection

k 2 Transmit and Recenve data \t

Master Slave
Raw data or e
Proprietary protoool .| Re-232
p 857
i
Writer

Fig. 3.2: Pair Connection Mode

The following figures show the additional parameters that can be configured for
Pair Connection Mode. Refer to the tables below the figures to see details of the
meaning of each parameter.

| Remote IP address
| TCP alive check time:

11

[7 1 minutes |

Network Settings  OP_Made |SenalSetlmgs| Acoess Contral | Password |

— M Change OF_Mode

Fatt 1 [Pair Cornection (Slave) |
Mors Settings
[Pat [ OP Mode ‘
fPair Conneciton |
Remote [P [

TCP alive check time 7 minutes  (0-99, Cidizable]

Cancel

< Console Management

< Configurator
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Pair Connection (Master)

Setting Value Notes Necessity

IP address of another NPort,
configured for Pair

Remote IP address  |valid IP Connection (Slave), with Required
which this NPort can request a
connection.

TCP connection is never

0 closed by this device.
. . TCP connection is .
TCP alive check time |00 min automatically closed by this Optional

device if there is no TCP
activity for the given time.

Pair Connection (Slave)

Setting Value Notes Necessity

alid IP Allows contact with only the
v specified remote IP address.
Allows contact with any
remote Master.

Remote IP address Optional

blank

TCP connection is never
closed by this device.

TCP connection is
automatically closed by this
device if there is no TCP
activity for the given time.

0

TCP alive check time Optional

1 —99 min.

Socket Modes

Socket Mode consists of three different operation modes: TCP Server, TCP
Client, and UDP Server/Client. Keep in mind that the main differences between
TCP and UDP is that TCP guarantees delivery of data by requiring that the
recipient sends an acknowledgement to the sender. UDP does not require this
type of verification, making it possible to offer speedier delivery. UDP also
allows multicasting of data to groups of IP addresses.

TCP Server

TCP Server operation mode is designed for use with serial devices that act as
servers. That is, they passively wait for other devices to contact them and request
that a TCP connection be established between the two devices. Once a
connection is established, data transmission can proceed in both directions. It
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also means that your application software acts as a Client, in that it can actively
poll remote serial devices.

Figure 3.3 illustrates a Telnet IP:Port

TCP Server Mode
. Server Administration

topology that consists 1. Confiy

of one NPort connected 4\2 Transmit and | 2. Save setting

by a serial cable to a Receive data .
router’s console port.
Working from the e e B B
notebook computer, the IP:Port

user can request that the | Device Server
NPort open a port, and

Ethernel
-

in this way access the Serial ; Mote: The NPorl Server
ter’s serial console | continuously listens ona

ro.u.e  specific TCP port for

utility. : 1 ! connection requests.

Fig. 3.3: TCP Server

Note that leaving the Destination IP address option blank allows any remote
networked device to request a connection. Inputting one IP address for this
option means that only a remote device with that IP address is allowed to
establish a TCP connection. Also note that the Delimiter 1, Delimiter 2, and
Force transmit options are used to activate the optional Data Packing function.

The following figures show the additional parameters that can be configured for
TCP Server Mode. Refer to the tables below the figures to see details of the
meaning of each parameter.

< Console Management

Metwork Settings  OP_Mads | Serial Seltings | Access Contral | Password |

TCP port : [uB01 ]
Destination IP addr : [
Delimiter 1 {Hex) [
Delimiter 2 (Hex) HE s
Force transmit (ms) : [
[

[

1
1

1
] ms{B-65535)
7 ] minutes

Inactivity time
TCP alive check time:

W Change OP_Mode

Configurator > PR [TCP Server B
- - 1
TCP Part ]

Destination IP addr Cancel

™ Delimiter 1 [Hex: OO-FF)

l—
I~ Deliniter 2 ik )

o ms  [0.65535, O.disable)
Inactivity time: 0 ms  [0-69535, D:dizable]
TCP alive check time 7 minutes  [0-99, D:disable)

Force ransmit timeout




TCP Server

Setting

Value

Notes

Necessity

TCP port

valid port number

The TCP port that other devices
must use to contact this device. To
avoid conflicts with standard TCP
ports, the default is set to 4001.

Required

Destination IP
addr

valid IP

Allows contact with only the
specified remote IP address.

blank

Allows contact with any remote
networked device.

Optional

Delimiter 1
(Hex)

ASCII code for
the 1% delimiter

Delimiter 2
(Hex)

ASCII code for
the 2™ delimiter

Once the NPort receives both
delimiters through its serial port,
it immediately packs all data
currently in its buffer and sends
it out the NPort’s Ethernet port.
Note: Delimiter 2 is optional. If
left blank, then Delimiter I alone
trips clearing of the buffer*

Optional

Optional

Force transmit
(ms)

blank (or 0)

Disabled.

1 - 65535

Forces the NPort’s TCP/IP
protocol software to try to pack
serial data received during the
specified time into the same data
frame. *

Optional

Inactivity time

blank (or 0)

Disabled.

1 - 65535 ms

TCP connection is automatically
closed by this device if the serial
port is idle for the given time.

Optional

TCP alive check
time

TCP connection is never closed
by this device.

1 — 99 min.

TCP connection is automatically
closed by this device if there is no
TCP activity for the given time.

Optional

* [f the size of the serial data received is greater than 1K, the NPort will
automatically pack the data and send it to the Ethernet.

TCP Client

The TCP Client operation mode is designed for use with serial devices that act as
clients. That is, they actively request that a TCP connection be established with
another device. Once the connection is established, data transmission can
proceed in both directions.
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Figure 3.4 illustrates a —
TCP Client Mode

. Application
topology that consists of software
one NPort connected by a 2 Transmit and
serial cable to a Card Receive data |
Reader. The NPort can be ¢ Ethernet
configured so that when 1 Establish a
someone swipes their ; Connection
card, the device server :
requests a connection from ! ‘
the computer, after which _ ! Note: The NPort Server will
the card’s data is sent over Serial ; establish a connection when data

' i ‘ are received. Application software
b ) | will listen for the connection on a

o g ; specific TCP port.

. CardReader ! P P

Fig. 3.4: TCP Client

Note that the Destination IP address is a required option. This means that the
device can only be set up to request service from one remote networked device.
We should also point out that the Delimiter 1, Delimiter 2, and Force transmit
options are used to activate the optional Data Packing function.

the Ethernet connection.

The following figures show the additional parameters that can be configured for
TCP Client Mode. Refer to the table below the figures to see details of the
meaning of each parameter.

< Console Management

Destination IP addr : [ 1
TCP port : [4Be1 ]
TCP connect : [Startup 1

Delimiter 2 (Hex) H

[
Force transmit (ms) : [
[
[

|
|
co !
Delimiter 1 (Hex) HE | ]
I Configuration

|

Inactivity time H
TCP alive check time:

1
] ns(B8-65535)
|

i ings  OP_Mod
7 1 minutes Network Getings  OP_Mods | Gerial Settings | Access Contol | Password |

| Change OP_Mode
Foit 1 [TCP Client |

-
Configurator >

Destination IF addi —

TCP connect an [oae = =

TCP For [

™ Delimiter 1 I— [Hex: DO-FF)
I Delimiter 2 I—
[Hex: DOFF)
Force transmit timeout I— .
o ms (065535, D:disable)
sty e [o me (D535, Drdisable)
TCP dlive check time I7 minutes  [0-99, O:disable]




TCP Client

Setting Value Notes Necessity
Destination IP addr lid IP Allows connection with only the Required
estination Tt a valt specified remote IP address. equire

valid port Specific TCP port through which
TCP port bp the remote IP address listens Required
number over the TCP connection.
Attempts to establish a TCP
Startup connection as soon as the NPort
is powered on. .
TCP connect A Attempts to establish a TCP Required
ny .
Ch connection as soon as the NPort
aracter |giarts receiving serial data.
Once the NPort receives both
o ASCII nge delimiters through its serial port, )
Delimiter 1 (Hex) |for the 1 it immediately packs all data Optional
delimiter currently in its buffer and sends
it out the NPort’s Ethernet port.
o ASCII c%ie Note: Delimiter 2 is optional. If ]
Delimiter 2 (Hex) for the 2 left blank, then Delimiter 1 alone| Optional
delimiter trips clearing of the buffer. *
blank (or 0) |Disabled.
Forces the NPort’s TCP/IP
. protocol software to try to pack :
Force transmit (ms) 1 — 65535 serial data received during the Optional
specified time into the same data
frame. *
blank (or 0) |Disabled.
it 4 TCP connection is automatically :
Inactivity time 1 — 65535 ms |closed by this device if the serial | OP1Oma!
port is idle for the given time.
0 TCP connection is not closed
due to an idle serial line.
. . TCP connection is automatically .
TCP alive check time 1 - 99 min closed by this device if there is Optional

no TCP activity for the given
time.

* [f the size of the serial data received is greater than 1K, the NPort will
automatically pack the data and send it to the Ethernet.
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UDP Server/Client

The UDP Server/Client operation mode is designed for applications that need
speedier data transmission, or that make use of UDP’s broadcast and multi-cast
capabilities. Keep in mind that UDP differs from TCP in that a UDP

transmission does not first require a connection to be opened before sending data,
and the receiving party does not issue acknowledgements to the sender.

Figure 3.5 illustrates a UDP PC, PC, PC,

Server/Client Mode topology that

consists of one NPort connected j

by a serial cable to a Card Reader. ,, i Ethernet o

The NPort automatically \I / ”””””

transmits the card’s data over the vy UDP datagram

Ethernet to multiple computers. Devi |
evice Server

We should point out that the

! Note: The Device Server
i {ransmits and receives

Delimiter 1, Delimiter 2, and : ) | UDP datagrams one by
Force transmit options are used | I serial ! one, from PCy fo PCy,.
to activate the optional Data -

Packing function. i Card Reader

Fig. 3.5: UDP Server/Client
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The following figures show the additional parameters that can be configured for
UDP Server/Client Mode. Refer to the table below the figures to see details of
the meaning of each parameter.

| Begin End Port ]
| {(serial to LAH) |
| Dest. IP addr 1 [ 1 I 11
| Dest. IP addr 2 [ 1[ I 11
| Dest. IP addr 3 [ 1[ 1 11
| Dest. IP addr & [ 1L 1 11
| {LAN to serial) |
| Src. IP addr 1 [ 1 1 I < Console Management
| Src. 1P addr 2 [ 10 1 |
| src. 1P addr 3 [ 1L ] |
| Src. 1P addr & [ 1L 1 |
| |
| Local Listen Port : [4881 ] ]
| Delimiter 1 (Hex) | |
| Delimiter 2 (Hex) H | !
+ Force transmit {ms) 0 1 *
Network Setiings  OP_Mods | Serial Settings | Access Control | Password |
i
UDP Server/Client [x]
serial ta LAN) Begin Enc Porl
Dt 1P sk 1 i
. f
Configurator - | DestPouz
Diest IF add 3 1
Dest [P add 4 0
[LAN to seial g 57
Sic IP addr 1
Sic IP addr 2
Sic I addr 3
Sic IP addr 4
Local listen port I‘mm

™ Delimiter 1 Hes)

I [00.

| i 0K
™ Delimiter 2 (Hex) [00-FF) _
Force T time IEI ms  (0.65539) =
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Server/Client

Setting | Value | Notes | Necessity
(serial to LAN)
Dest. IP addr 1 Required
Dest. IP addr 2 Ahostora Data is sent from the NPort to Optional
Dest. IP addr 3 group of hosts. |these remote IP addresses. Optional
Dest. IP addr 4 Optional
(LAN to serial)
Src. IP addr 1 . Optional
Src. IP addr 2 Ahostora Allows receipt of data from only Optional
these specified remote 1P -
Src. IP addr 3 group of hosts. |, j4resses. Optional
Src. IP addr 4 Optional
. valid port Used by the NPort to listen for .
Local Listen Port data coming in over the Ethernet| Required
number line.
ASCII code for|Once the NPort receives both
Delimiter 1 (Hex) |the 1* delimiters through its serial port,| Qptional
delimiter it immediately packs all data
currently in its buffer and sends
it out the NPort’s Ethernet port.
ASCII code for|Note: Delimiter 2 is optional. If
Delimiter 2 (Hex) |the 2" left blank, then Delimiter 1 Optional
delimiter alone trips clearing of the
buffer. *
blank (or 0) Disabled.
] Forces the NPort’s TCP/IP
Force transmit protocol software to try to pack Optional
(ms) 1 -65535 serial data received during the
specified time into the same data
frame.

* [f the size of the serial data received is greater than 1K, the NPort will
automatically pack the data and send it to the Ethernet.
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Ethernet Modem Mode (NPort Express ONLY)

The Ethernet Modem operation mode is designed for use with legacy operating
systems, such as MS-DOS, that do not support TCP/IP Ethernet. By connecting a
1-port NPort’s (applies to models DE-211/311/311M) serial port to the MS-DOS
computer’s serial port, it is possible to use legacy software originally designed to
transmit data via modem, but now transmit the data over the Ethernet.

Figure 3.6 a ] Ethernet o
illustrates an -
Ethernet

Modem Mode
topology that
consists of two
or more |
single-port
NPorts. One
device server |
is connected to
a computer B RS -

running DOS, Fig. 3.6: Ethernet Modem Mode

and the other

device servers are connected by a serial cable to CNC machines. The NPort
automatically transmits the card’s data over the Ethernet to multiple computers.

When wishing to “dial out” over the Ethernet, the user simply / “

ST 192.162.1.11

[ 192.168.1.12 182.168.1.13 \

uses the remote NPort’s IP address in place of the phone o s a00n
number as illustrated in the figure. Connected
ATH

OK
ATDT 192.168.1.12:4001
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Using Ethernet Modem
Dial-in
NPort Express listens for a TCP/IP connection request from the remote Ethernet

modem or host. NPort Express’s response depends on the ATSO value, as
outlined below.

ATS0=0 (default):

NPort Express will temporarily accept the TCP connection and then send the “RIN(
signal out through the serial port. The serial controller must reply with “ATA” within
2.5 seconds to accept the connection request, after which NPort Express enters data

mode. Ifno “ATA” command is received, NPort Express will disconnect afier sending
three “RING” signals.

ATS0=1:

NPort Express will accept the TCP connection immediately and then send the
“CONNECT <baud>" command to the serial port, in which <baud> represents the
baud rate of NPort Express’s serial port. After that, NPort Express immediately enters
data mode.

s

Dial-out

NPort Express accepts the AT command “ATD <IP>:<TCP port>" from the
serial port and then requests a TCP connection from the remote Ethernet Modem
or PC. This is where <IP> is the IP address of the remote Ethernet modem or PC,
and <TCP port> is the TCP port number of the remote Ethernet modem or PC.
Once the remote unit accepts this TCP connection, NPort Express will send out
the “CONNECT <baud>" signal via the serial port and then enter data mode.

Disconnection request from local site

When NPort Express is in data mode, the user can drive the DTR signal to OFF,
or send “+++” from the local serial port to NPort Express. NPort Express will
enter command mode and return “NO CARRIER” via the serial port, and then
input “ATH” to shut down the TCP connection after 1 second.

NOTE The “+++” command cannot be divided. The “+” character can be
changed in register S2, and the guard time, which prefixes and suffixes
the “+++" in order to protect the raw data, can be changed in
register S12.
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Disconnection request from remote site

After the TCP connection has been shut down by the remote Ethernet modem or
PC, NPort Express will send the “NO CARRIER” signal via the serial port and
then return to command mode.

The following figures show the additional parameters that can be configured for
TCP Client Mode. Refer to the table below the figures to see details of the
meaning of each parameter.

| TCP port 1 [seet ]

|
| Destination IP addr : [ 1 < Console Management

| TCP alive check time: [7 ] minutes

Network Setiings  OP_Mode | Seral Setiings | Access Control | Passward |

¥ Change OP_Mode

Conﬂgurator S Port1 [Ethemet Modem =l
Mare Settings

Gl Ethernet Modem <]
1

TCP Port oot

Destination IP
TCP alive check time |7 minutes  [0-33, D:disable]

Cancel

Ethernet Modem
Setting Value Notes Necessity
. The TCP port that other devices
TCP port valid must use to contact this device. To Required
port No. |avoid conflicts with standard TCP q

ports, the default is set to 4001.
Destination IP addr  |valid IP Allows connection with only the

specified remote IP address. Optional
0 TCP connection is not closed due to
an idle serial line.
TCP alive check time 1-99 TCP connection is automatically Optional

closed by this device if there is no
TCP activity for the given time.

min.
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AT Commands

NPort Express supports the following common AT commands used with a

typical modem:

No. AT command Description Remarks
1 |ATA Answer manually
2 |ATD <IP>:<Port> Dial up the IP address : Port No.
3 |ATE ATEO=Echo OFF
ATE1=Echo ON (default)
4 |ATH ATHO0=On-hook (default)
ATH1=0ff-hook
5 |ATI, ATIO, ATI1, ATI2 |Modem version reply “OK” only
6 |ATL Speaker volume option reply “OK” only
7 |ATM Speaker control option reply “OK” only
8 |ATO On line command
9 |ATP, ATT Set Pulse/Tone Dialing mode reply “OK” only
10 |ATQO, ATQI Quiet command (default=ATQO0)
11 |ATSr=n Change the contents of S register |See “S registers”
12 |ATSt? Read the contents of S register See “S registers”
13 |ATV Result code type
ATVO for digit code,
ATV1 for text code
0=0OK
1=connect (default)
2=ring
3=No carrier
4=error
14 |ATZ Reset (disconnect, enter command
mode and restore the flash settings)
15 |AT&C Serial port DCD control
AT&CO0=DCD always on
AT&C1=DTE detects connection
by DCD on/off (default)
16 |AT&D Serial port DTR control
AT&DO0=recognize DTE always
ready
AT&D1, AT&D2=reply DTE when
DTR On (default)
17 |AT&F Restore manufacturer’s settings
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18 |AT&G Select guard time reply “OK” only
19 |AT&R Serial port RTS option command |reply “OK” only
20 |[AT&S Serial port DSR control reply “OK” only
21 |AT&V View settings
22 |AT&W Write current settings to flash for
next boot up
S Registers
No. | S Register |Description & default value Remarks
1 |S0 Ring to auto-answer (default=0)
2 |S1 Ring counter (always=0) no action applied
3 (S2 Escape code character (default=43 ASCII
46+95)
4 |S3 Return character (default=13 ASCII)
5 |S4 Line feed character (default=10 ASCII)
6 |S5 Backspace character (default= 8 ASCII)
7 IS6 Wait time for dial tone (always=2, no action applied
unit=sec)
8 |s7 Wait time for carrier (default=3,
unit=sec)
9 S8 Pause time for dial delay (always=2, no action applied
unit=sec)
10 |S9 Carrier detect response time no action applied
(always=6, unit 1/10 sec)
11 IS10 Delay for hang up after carrier no action applied
(always=14, unit 1/10 sec)
12 |S11 DTMF duration and spacing no action applied
(always=100 ms)
13 IS12 Escape code guard time
(default=50, unit 1/50 sec)
to control the idle time for “+++”
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Serial Settings

You should access Console Manager’s Serialport page, or Configurator’s Serial
Settings page to modify a port’s Baud Rate, Parity, Data Bits, Stop Bit, Flow
Control, and UART FIFO.

serverConfig OF mode [EINEEIRISSS] Monitor FPing Restart Exit
Config serial port settings

Port Mumber i

< Console Management

Baud Rate (bps)
Parity

Data EBits
Stop Bic
Flow Control [RTS/CTS ]
ULRT FIFO [Enable ]

Configuration

Network Settings | OF_Made ~Serial Settings |Access Control | Password |

¥ Lhange Senal Por Seittnas
Port 1
Conflgurator 9 Baud Rate 115200 - Flow Contarl — |RTS/CTS =
Farly [ruone =] UARTFIFD  [Enabe ]
DataBits e =l mefsce [ 7]
Stop Bil [ =l

Fort | Settings
1 115200.M-8-1.RTS/CTS.FIFD Enable

Access Control

Configurator’s Access Control page allows you to add or remove host access to
the NPort. Access to NPorts is controlled by IP address. That is, if a host’s IP
address is in the server’s access table, then the host will be allowed access to the
server. You may add access control by IP Address and by Port.
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Granting Access by IP Address

Use the grant access control by IP Address
method if you wish to grant access to a
host with a particular IP address. Note that
the top IP address belongs to the NPort,
and the IP address(es) below that are for
hosts that have been granted access. By
clicking on the various IP addresses and
ports to highlight them, you can easily see
the types of functions (Add IP, Add Port,
etc.) that are allowed.

Granting Access by Port

Use the grant access control by Port
method if you wish to grant a particular
host access to a specific port. Note that the
IP address at the top belongs to the NPort,
and the server’s ports are listed under that.
Expand the list under a particular port to
view all IP addresses that have been
granted access to that port. By clicking on
the various IP addresses and ports to
highlight them, you can easily see the types
of functions (Add IP, Add Port, etc.) that
are allowed.
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Configuration

Natwork Seftings | OF_Mode | Serial Settings  Access Contiol | Password |

[V Change Access Table (for Host Based/Driver Made use only)

IP Addiess x

Access cantral list by

£ 192188510  255,255.255.255 Add P
part]
pait2 fodd Bt
portd
Bsmive
il
Remove all

Tip: Select "Remave A" to Grant All.

Configuration

Netwark. Sall\ngsl UF_Model Serial Gettings  Access Control | Passwoldl

[V Change Access Table [for Host Based/Diiver Mode use only)

Port 2

Access control ist by

- 192.168.127.234
Part1
Part2

Add |P

&
1592168510 255.255.255.255
Portd

Tip: Select "Remaove Al to Grant Al



Inputting IP Addresses

There are two options to choose from when
inputting IP addresses. The Single Host option is
easy to understand. Simply enter the IP address of
the host that is being granted access to the NPort.

The meaning of the A Group of Host option is a
little bit more complicated. In this case, you must
enter both an I[P Address and Netmask. When
written in binary form, the 1-digits in the Netmask
determine that part of the IP address for which all
IP addresses in the Group are the same. For
example, if [P Address = 192.168.100.200 and
Netmask = 255.255.255.0, as shown below, then

Add Access Grant IP [ %]
' Single Host
£ 4 Group of Host

1P Addiess 132 . 168 . 100 . 200
Netmask. I

Cancel

Add Access Grant IP [ %]
£~ Single Host
& 4 Group of Host

IP Addiess 182 166 . 100 . 200
Netmask 255 . 285 . 286 . 0

Cancel

any IP address of the form 192.168.100.xxx would be included in the group.
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Revision History

Document Edition

Revision Date

Revision Details

3rd

November 15, 2002

This version of the manual
represents a major revision from
the previous version.

1.

All NPort related software is
installed when the user
installs NPort Management
Suite.

NPort Manager has been
renamed Real COM
Installer.

Host Based Mode has been
renamed Host Based /
Driver Mode.

The firmware version
discussed in this manual no
longer supports Single Host
Mode.

The previous Custom Mode
is essentially the new Host
Based / Driver Mode.

Host Based / Driver Mode
now supports the Data
Packing function.
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41h

May 12, 2004

3.

Updated the edition of this
manual on the title page.

Changed the new Moxa
logo on the title page.

p. 4-7

Added descriptions on
newly-added function “Fast
Flush”.
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